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VILLAGE OF BLOOMINGDALE {"PLAN SPONSOR"}

HIPAA NOTICE OF PRIVACY PRACTICES
DATE DISTRIBUTED 11/11/2015

THIS NOTICE OF PRIVACY PRACTICES DESCRIBES HOW YOUR PLAN SPONSOR {YOUR EMPLOYER WHO SPONSORS YOUR GROUP
HEALTH PLAN] CAN USE OR DISCLOSE YOUR MEDICAL INFORMATION AND HOW YOU CAN GET ACCESS TO THIS INFORMATION.
PLEASE REVIEW IT CAREFULLY,

The Health insurance Portability and Accountability Act of 1996 (HIPAA)} and the Heaith Information Technology for Economic and
Clinical Health Act of 2009 (HITECH Act) place important restrictions on sharing your medical information and provide you with
important privacy rights. This Notice of Privacy Practices (the “Notice”) replaces all prior notices provided by the Plan Sponsor and is
effective on the Date Distributed noted above. This Notice describes the legal obligations of the Pian Sponsor and your Iégal rights
regarding your “protected health information” {“PHI”) held by your Plan Sponsor and Group Health Plan. This Notice describes how
your PHI may be used or disclosed to carry out treatment, payment, or health care operations, or other purposes permitted by law.

Generally, PHI includes your personal information collected from you or created by your Group Health Plan, or the Plan Sponsor on
behalfof a Group Health Plan, that relates to your past, present, or future physical or mental heaith or condition; the provision of
heaith care; or the past, present, or future payment for the provision of heaith care, and includes your elections to enroll in the Plan.
If you have any questions about this Notice or about our privacy practices, please contact your Privacy Officer identified below.

The Plan Sponsor may retain agents, service providers and third party administrators to administer ail or part of your Group Health
Plan such as claims payment and enrollment management. The term Plan Sponsor as used in this Notice includes all eﬁtities that
provide services related to your Group Health Plan that have access to your PHL. The Plan Sponsor and contracted service providers
are required by law to follow the terms of this Notice,

The Plan Sponsor is required by law to maintain the privacy of your PHI, provide you with certain rights with respect to your PHI,
provide you with a copy of this Notice, and foliow the terms of this Notice, The Plan Sponsor reserves the right to change the terms
of this Notiée and 1ts practices regarding your PHI. If there is any material change to this Notice, the Plan Sponsor will provide you
with a copy of the revised Notice of Privacy Practices.

Use and Disclosure
The Plan Sponsor may use or disciose your PH| under certain circumstances without your permission. Ali of these certain
circumstances will fall within one of the categories listed below.
¢ For Treatment, to facilitate medical treatment or services by providers including doctors, nurses, technicians, medical
students, or other hospital personnel who are involved in taking care of you.
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= For Payment to determine your eligibility for Plan benefits, to facilitate payment for the treatment or services you receive
from health care providers, to determine benefit responsibility under the Plan, or to coordinate Plan coverage. .

e For Health Care Operations, uses and disclosures necessary to run the Plan.

e Treatment Alternatives or Health-Related Benefits and Services that might be of interest to you.

e To Business Associates to perform various functions on our behalf or to provide certain types of services. A Business
Associates will receive, create, maintain, transmit, use, and/or disclose your PHI, but only after they agree in writing with
the Plan Sponsor to implement appropriate safeguards regarding your PHI.

¢ AsRequired by Law when required to do so by federal, state, or local law.

+ To Avert a Serious Threat to Health or Safety to you, or the health and safety of the public, or another person, limited to
someone able to help prevent the threat.

in addition, the following categories describe other ways that the Plan Sponsor may use and disclose vour PHI without your specific
authorization. All of the ways the Plan Sponsor is permitted to use and disclose information will fall within one of the categorles

e  Organ and Tissue Donation, after your death to an organization that handles organ procurement or organ, eye, or tissue
transplantation or to an organ donation bank, as necessary to facilitate organ or tissue donation and transplantation.

+  Military, if you are a member of the armed forces, as required by military command authorities. The Plan Sponsor may also
refease PHI about foreign military personnel to the appropriate foreign military authority.

e  Workers' Compensation or similar programs, but only as authorized by, and to the extent necessary to comply with, laws
relating to workers' compensation and similar programs that provide benefits for work-related injuries or iiness.

s Public Health Risks for public health activities. These activities generally include the following:

s to prevent or control disease, injury, or disabiiity;

e to report births and deaths;

s to report child abuse or neglect;

s  to report reactions to medications or problems with products;

e to notify people of recalls of products they may be using;

s to notify a person who may have been exposed to a disease or may be at risk for contracting or spreading a disease
or condition;

s to notify the appropriate government authority if the Plan Sponsor believes that a patient has been the victim of
abuse, neglect, or domestic violence. The Plan Sponsor will only make this disclosure if you agree, or when
required or authorized by law.

+ Health Oversight Activities for activities authorized by law. For example, audits, investigations, inspections, and licensure.

e Lawsuits and Disputes in response to a court or administrative order, including a response to a lawful subpoena, discovery
request, or other process by someone involved in a legal dispute, but only If efforts have been made to tell you about the

reguest or to obtain a court or administrative order protecting the information requested.
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Law Enforcement if asked to do so by a law-enforcement official—

© inresponse to a court order, subpoena, warrant, summons, or similar process;

© toidentify or locate a suspect, fugitive, material witness, or missing person;

o about the victim of a crime if, under certain limited circumstances, the Plan Sponsor is unable to obtain the victim's

agreement;

o about a death that the Plan Sponsor believes may be the result of criminal conduct; and

© about criminal conduct.
Coroners, Medical Examiners, and Funeral Directors, for example, to identify a deceased person or determine the cause of
death. The Plan Sponsor may also release medical information about patients to funeral directors, as hecessary to carry out
their duties.
National Security and Intelligence Activities to authorized federal officials for iﬁtelligence, counterintelligence, and other
national security activities authorized by law.
Inmates of a correctional institution or in the custody of a law-enforcement official, to the correctional institution or law-
enforcement official if necessary for the institution to provide you with health care; to protect your health and safety or the
health and safety of others; or for the safety and security of the correctional institution.
Research, to researchers when the individuaj identifiers have been removed: or when an institutional review board or
privacy board has reviewed the research proposal and established protocels to ensure the privacy of the requested
information, and approves the research.

Required Disclosures

The Plan Sponsor is required to disclose your PHI to:

Government Audits to the Secretary of the United States Department of Health and Human Services when the Secretary is
investigating or determining our compliance with the HIPAA privacy rule.

Disclosures to You on your request, the portion of your PHI that contains medical records, billing records, and any other
records used to make decisions regarding \}our health care benefits.

Other Disclosures
The Plan Sponsor may disclose your PH! to:

Personal Representatives authorized by.you, or to an individual designated as your personal representative, or attorney-in-
fact. You must provide a written hotice/authorization and supporting documents such as a power of attorney. The Plan
Sponsor does not have to disclose information to a personal representative if the Plan Sponsor has a reasonable belief that
you have been, or may be, subjected to domestic violence, abuse, or neglect by such Person; or treating such person as
your personal representative could endanger you; or in the exercise of professional judgment, it is not in your best interest
to treat the person as your personal representative.

Comply with your Authorization. Other uses or disciosures of your PHI not described above will only be made with your
written authorization. The Plan Sponsor may deny a request to disclose your psychiatric notes. The Plan Sponsor will not
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use or disclose your PHI for marketing; or sell your PHI, unless you provide written authorization. You may revoke written
authorizations at any time, so long as the revocation is in writing. Once the Plan Sponsor receives your written revocation, it
will only be effective for future yses and disclosures. It will not be effective for any information that may have been used or
disclosed in reliance upon the written authorization and prior to receiving your written revocation.

Privacy Rights

Right to Inspect and Copy. You have the right to inspect and copy certain PHI that may be used to make decisions about
your Plan benefits. If the information you request is maintained electronically, and you request an electronic copy, the Plan
Sponsor will provide a copy in the electronic form and format you request, if the information can be readily produced in
that form and format; if the information cannot be readily produced in that form and format, the Plan Sponsor will work
with you to come to an agreement on form and format or provide you with a paper copy. To inspect and copy your PHI, you
must submit your request in writing to the Privacy Officer identified below. The Plan Sponsor may charge a reasonable fee
for the costs of copying, mailing, or other supplies associated with your request. The Plan Sponsor may deny your request
to inspect and copy in certain very limited circumstances. If you are denied access to your medical information, you may
request that the denial be reviewed by submitting a written request to the Privacy Officer identified below.
Right to Amend. If you feel that your PH! is incorrect or incomplete, you may ask the Plan Sponsor to amend the
information. You have the right to request an amendment for as long as the information is kept by or for the Plan. To
request an amendment, your request must be made in writing and submitted to the Privacy Officer identified below. In
addition, you must provide a reason that supports your request. The Plan Sponsor may deny your request for an
amendment if it is not in writing or does not include a reason to support the request. In addition, the Plan Sponsor may
deny your request f it:

o s not part of the medical information kept by or for the Plan;

o was not created by the Plan, unless the person or entity that created the informatien Is no longer. available to

make the amendment;

o Is not part of the information that you would be permitted to inspect and copy; or

o is already accurate and complete.
If your reguest is denied, you have the right to file a statement of disagreement with the Plan Sponsor and any future
disclosures of the disputed information will include your statement.
Right to an-Accounting of Disclosures. You have the right to request an “accounting” of certain disclosures of your PHI. The
accounting will not include (1) disclosures for purposés of treatment, payment, or heaith care operations; (2) disclosures
made to you; (3} disclosures made pursuant to your authorization; (4} disclosures made to friends or family in your
presence or because of an emergency; (5) disclosures for national security purposes; and {6) disclosures incidental to
otherwise permissible disclosures. To request this list or accounting of disclosures, you must submit your request in writing
to the Privacy Officer identified below. Your request must state the time period you want the accounting to cover, which
may not be longer than six years before the date of the request. Your request should indicate in what form you want the list
{for example, paper or electronic). The first list you request within a 12-month period will be provided free of charge. For
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additional lists, the Plan Sponsor may charge vou for the costs of providing the list. The Plan Sponsor will notify you of the
cost involved and you may choose to withdraw or modify your request at that time before any costs are incurred.

¢ Right to Request Restrictions or limitation on your PHI that the Plan Sponsor uses or discloses for treatment, payment, or
health care operations. You also have the right to request a limit on your PHi that is disclosed to someone who is involved in
Your care or the payment for your care, such as a family member or friend, Except as provided in the next paragraph, the
Plan Sponsor is not required to agree to your request. However, the Plan Sponsor will comply with any restriction request if
{1) except as otherwise required by law, the disclosure is to a health plan for purposes of carnrying out payment or health
care operations (and is not for purposes of carrying out treatment); and (2) the PHI pertains solely to a health care item or
service for which the health care provider involved has been paid in full by you or another person. To request restrictions,
you must make your request in writing to the Privacy Officer identified below. In Your request, you must state (1) what
information you want to limit; (2) whether you want to fimit our use, disclosure, or both; and {3) to whom you want the
limits to apply—for example, disclosures to your spouse. If the Plan Sponsor honors the request, it will stay in place uniiil
you revoke it or the Plan Sponsor notifies you.

*  Right to Request Confidential Communications about medical matters in a certain way or at a certain location. For
example, you can ask that the Plan Sponsor only contact you at work or by mail. Your request must be made in writing to
the Privacy Officer identified below and specify how ar where you wish to be contacted, The Plan Sponsor will
accommodate all reasonable requests,

*  Right to Be Notified of a Breach in the event that the Plan Sponsor {or a Business Assaciate) discover a breach of unsecured
PHI.

* Right to a Paper Copy of This Notice. You may request a paper copy of this notice at any time from the Privacy Officer
identified below, even if you have agreed to receive this notice electronically

Complaints
If you believe that your privacy rights have been violated, you may file a complaint with the Plan or with the Office for Civil Rights of
the United States Department of Health and Human Services. To file a complaint with the Plan, contact:

VILLAGE OF BL.OOMINGDALE
Privacy Officer

201 S Bloomingdale Rd
Bloomingdale, IL 60108
830-671-5618

All complaints must be submitted in writing. You will not be penalized, or In any other way-retaliated against, for filing a complaint
with the Office for Civil Rights or with us.
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VILLAGE OF BLOOMINGDALE
HIPAA AND HITECH PRIVACY AND SECURITY POLICY
UPDATED 11/11/2015

PURPOSE

The purpose of this Policy is to:

11 Outline and document the HIPAA and HITECH compliance processes for internal and external
use,

1.2 Provide a reference manual for internal compliance and training.

SCOPE
This Policy represents the efforts performed to ensure compliance with HIPAA and the HITECH Act. All

employees who have access to PHI must be trained in and comply with this Policy,

Group Health Plan {GHP} means an employer sponscred arrangement that includes indemnity and self-
funded health plans that offer; medical benefits including HMO coverage, long term care pians, dentai,
vision, flexible spending accounts (FSA), health reimbursement accounts (HRA), and other plans that may
provide or pay for medical care such as some EAP pians and wellness plans.

Protected Heaith Information {PH1) means information that is created or recejved for the purpose of GHP
administration including:
® Information that relates to the past, present, or future physical or mental health or condition of 3
Participant; and,
®  The provision of heaith care to a Participant; or the past, present, or future payment for the
provision of health care to a Participant; and that identifies the Participant,

The test is whether there is a reasonable basis to believe the information can be used to identify the
Participant. PHi includes information of persons living or deceased. Even GHP enroliment data for the
purpose of setting up tax adva ntaged accounts or processing continuation services is considered PHI.

GENERAL POLICIES

31 No Waiver of Privacy Rights. No Participant will be required to waive his or her privacy rights
under the Privacy Rule as a condition of treatment, payment, enroliment or eligibiity in any

employer sponsored GHP. Privacy rights waivers are not enforceable and will not be accepted.
3.2 Privacy/Security Officer and Contact Person, This Officer will be responsibie for the development

and implementation of policies and procedures relating to privacy and security, including but not
limited to this Privacy Policy. This Officer or his/her designee will also serve as the contact person
for Participants who have questions, concerns, or any complaints regarding PHI.

3.3 Workforce Training. All employees who have access to PHI wiii be trained on these policies ang
procedures, Training sessions will be held to achieve the goal that ali employees be trained
within 30 days of the date of first access to PHI, Each employee will be required to acknowledge
that they have been trained on and will comply with this Privacy and Security Policy,
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3.4 Sanctions for Violations of Privacy Policy. Sanctions for using or disciosing PHi in violation of this
Policy will be imposed in accordance with applicable discipline policy, up to and including
termination.

35 Prohibition On $ale Of PHI. There is no selling PHI in any manner for any purpose, including the
sale or exchange of or PH! for any form of trade or compensation. All Employees are strictly
prohibited from arranging for or providing any PHI for sale, for any purpose whatsoever.

DESIGNATED RECORD SETS
There are two categories of PH! created, obtained and maintained for GHP administration. This PHI is
defined as the Designated Record Set for the purposes this Policy.

4.1 Enroliment and disenrollment data including Participant elections and demographics for
administering employer sponsored GHPs. _
4.2 Limited claims information submitted by a Participant or obtained from other sources for the

purposes of adjudicating an appeal from an adverse benefit determination made by the insurer,
Third Party Administrator, or Service Provider.

PARTICIPANT RIGHTS UNDER HIPAA AND HITECH

The Privacy Officer will respond to participant requests as foliows. The Privacy Officer can charge a

reasonable fee for providing this assistance:

5.1 Right To Inspect And Copy PHI. Within thirty (30) days of receiving a written request from the
Participant, the Privacy Officer will make PHI maintained in Designated Record Set available to
the Participant, in a reasonable time and manner. A reasonahie fee for the costs of copying,
mailing, or other supplies associated with the request will be charged. The request may be
denied in certain limited circumstances related to the wellbeing of the Participant. i you are
denied access to your medical information, you may request that the denial be reviewed by
submitting a written request to the Privacy Officer identified below.

5.2 Amendment of PHI. The Privacy Officer will make reasonable amendments to PHI when the PHI is
created or maintained by the GHP or a Service Provider that is not itself considered a Covered
Entity. The Privacy Officer will communicate any approval or denial of an amendment of PHI
maintained by the Privacy Officer or a Service Provider to the Participant. An example of an
unreasonable request would be for the Privacy Officer to alter a medical record received, the
Participant would be advised to ask the medical prbvider who created the record for such
amendment.

5.3 Accounting of Disclosures. The Privacy Officer will make available to the Participant the
information required to provide an accounting of disclosures, The Privacy Officer will prepare
and deliver any such accounting requested.

The accounting will not include (1) disclosures for purposes of treatment, payment, or health
care operations; (2) disclosures made to a Participant; (3) disclosures made pursuant to a
Participant’s authorization; (4) disclosures made to friends or family in a Participant’s presence or
because of an emergency; (5) disclosures for national security purposes; and (6) disclosures
incidental to otherwise permissible disclosures. To request this list or accounting of disclosures,
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5.5

5.6

the Participant must submit a request in writing to the Privacy Officer. A Participant's request
must state the time period the accounting covers, which may not be fonger than six years before
the date of the request. A Participant’s request should indicate in what form a Participant wants
the list (for example, paper or electronic). The first list a Participant requests within a 12-month
period will be provided free of charge. For additional lists, the Employer may charge a Participant
for the costs of providing the list. The Privacy Officer will notify a Participant of the cost involved
and a Participant may choose to withdraw or modify the request at that time before any costs
are incurred.

The Right To Restrict The Use And Request Confidential Commisnications, A Participant has the

right to request a restriction of uses and disclosures of their PHI. A Participant also has the right
to restrict communication of their PHI if the Participant Informs the Privacy Officer that
communicating the information may endanger the Participant. Requests will be deemed
unreasonable if they limit the access and use that is necessary for GNP administration.

if the Privacy Officer agrees to the request for 2 restriction, the Privacy Officer will not use or
disciose the PHI in violation of the restriction, except when needed for emergency treatment, at
the written request of the Participant (by authorization), or when the use or disclosure is
required by lJaw and the use or disclosure complies with and is limited to the relevant
requirements of such law.

The Privacy Officer may terminate its agreement to a restriction, if the Pa rticipant agrees to or
requests the termination in writing; or, the Privacy Officer informs the Participant that it is
terminating its agreement to a restriction. The termination is only effective with respect to PHI
created or received after the Participant is informed.

Requests for Alternative Communication Means or Locations. Participants may request to receive

communications regarding their PH! by alternative means or at alternative locations. For
example, Participants may ask to be called only at work rather than at home. These requests will
be honored if, in the sole discretion of the Privacy Officer, the requests are reasonable. However,
the Privacy Officer will accommodate such a request if the Participant clearly provides
information that the disclosure of all or part of that information could endanger the Participant.
All such requests should be forwarded to the Privacy Officer when received.

Right to receive a HIPAA Privacy Notice. That provides a clear, user friendly explanation:

o the uses and disclosures of PHI
¢ theindividual's HiPAA rights, and
¢ the GHPs legal duties with respect to the PHI.

The Employer is charged with providing a notice on the PHi that will be obtained for GHP
administrative purposes and how that PH) will be used.

© An Employer must make its notice available to any person who asks for it,
©  On an ongoing basis at the time of enrollment, and
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#  An Employer musi prominently post and make available its notice on any web site it
maintains that provides information about its customer services or benefits,

There is Employer discretion regarding how to deliver the Notice. Speciai or separaie mailings are
not required. The Notice may be included with other written materials that are matled to the
Participants, or included with an SPD or with enwoliment materials.

The Notice can be provided by email, if the recipient has agreed to receive an electronic notice
and that agreement has not been withdrawn. If it is discovered that the email transmission has
failed, the Notice must be provided by a paper copy. Additional materials may be included in the
email.

6.0 COMPLAINT PROCEDURES

6.1

6.2

Complaints. A Participant can file a complaint regarding the Privacy Rule or any matter described
in this Privacy Policy with the Privacy Officer by sending a written description of the facts and
circumstances and the acts that are the subject of the complaint to:

Attn: Privacy Officer
VILLAGE OF BLOOMINGDALE
201 S Bloomingdale Rd
Bloomingdale, iL 60108

All complaints will be forwarded to the Privacy Officer. The Privacy Officer is responsible for any
response and taking necessary actions to change this complaint process or this Privacy Policy. No
response from the Privacy Officer is required. A copy of this complaint procedure will be
provided to the Participant.

No Employee will intimidate, threaten, coerce, discriminate against, or take other retaliatory
action against Participants for exercising their rights, filing a complaint, participating in an
investigation, or opposing any improper practice under the Privacy Policy or the federal Privacy
Rule.

Complaints made to the Secretary. A Participant may file a complaint to the Secretary of Health
and Human Services. The Employer will cooperate with an investigation by permitting access to
information requested by the investigator.

A complaint to the Secretary must be made in writing, must name the entity against whom the
complaint is lodged, must describe the wrongful acts or omissions and must be filed within 180
days of the time that the Participant became aware of, or should have become aware of the
violation. Complaints may include violations of the Privacy Pclicy and Security Policy.
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The U.S. Department of Health and Human Services
Privacy Rule Complaint

200 Independence Avenue, S.W.

Washington, D.C. 20201

Telephone: 202-619-0257, Toll Free: 1-877-696-6775

DOCUMENTATION

The Privacy Officer will ensure that privacy files are maintained for a period of 6 years from the date of
the event as described below, or when appropriate for 6 years after the end of the Plan Year in which the
document was created. The Plan Sponsor will destroy PHI that is 7 years old on a calendar basis to meet
the various requirements.

7.1 Training, A copy of training materials used and the employee’s acknowledgement that the
employee was trained on this Policy, and they acknowledged they would comply with this Policy.

7.2 Disclosures. Including documentation of authorizations and authorized disclosures. The Privacy
Officer will not document disclosures of Summary Health Information as defined above, or
routine Disclosures of minimum necessary data to a Business Associate.

7.3 Complaints. Any complaint made regarding this Policy, any response, and actions taken to
resolve the complaint, if any.

7.4 Inadvertent Disciosure of PHI. The Privacy Officer will document any unauthorized disclosure of
PHL. All incidents need to be reviewed by the Privacy Officer to determine whether this
constitutes a Breach of insecure PHI. Any questions should be referred to the Privacy Officer.

7.5 Secutity Incidents. See the Incident Policy below.

7.6 HIPAA Privacy Notice Distribution. A copy of the Notice distributed with documentation of the
method used. The documentation should specifically show who received the notice. Examples:
mailed notices can be shown by retaining a copy of the addressed postmarked envelope, email
notices can be shown by retéim'ng a copy of the email with attachments, provided with the SPD
will be shown by your efforts to document the 5PD delivery.

7.7 Reguests for Participant Rights. Written requests for HIPAA rights, the written response if any,
and the resolution of the request are documented.

7.8 Plan Document Amendment. Retain a copy of the Plan Document Amendment including future
updates needed.

BUSINESS ASSOCIATES

8.1 Business Associates. A Business Associate is an entity or person who: 1) Performs or assists in

performing a GHP function or activity involving the use and disclosure of PHI {including claims
processing or administration; data analysis, underwriting, etc.); or 2} Provides legal, accounting,
actuarial, consulting, data aggregation, management, accreditation, or financial setvices, where
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the performance of such services involves giving the Service Provider access to PH1. A Business
Associate is required to enter an agreement with the Covered Entity that HIPAA compliance is in
force. Business Associates will only use and disclose protected heaith information consistent with
this Policy.

8.2 Contracts With Business Associates. The Employer may disclose PHI to a Business Associate and
allow the Business Associate to create or receive PHI on its behalf. However, prior to doing so,
‘the Employer must first obtain assurances from the Business Associate that it will appropriately
safeguard the information. This assurance is in the form of a Business Associate Contract.

DISCLOSURES

No Disclosure of PHI for Non-Health GHP Purposes. PHI may not be used or disclosed for any purpose
except as defined and limited in this Policy. PHI may not be used or disclosed for the payment or
operations of “non-health” benefits (e.g., disability, worker’s compensation, life insurance, etc.), unless
the Participant has provided an authorization.

IMPORTANT NOTE: All transmissions of PH are sent or received in a secure environment. The level of
security will depend on the nature of the data. Enrollment and Disenroliment data that includes Sociai
Security Numbers will be encrypted, sent in a secure email environment where available. Enroliment and
disenrollment data that does not include Social Security Numbers is password protected where the
password is sent under a separate cover.

Disclosure can be made to anyone designated as a personal representative, or attorney-in-fact by the
Participant. The Participant must provide a written noticefauthorization and supporting documents such
as a power of attorney. The Emptoyer will not disclose information to a personal representative if there is
a reasonable belief that the Employee has been, or may be, subjected to domestic violence, abuse, or
neglect by such person; or treating such person as a personal representative could endanger the
Participant.

Complying With the “Minimum Necessary” Standard. PHI disclosures are limited to the “minimum
necessary” data to accomplish the purpose for the disclosure. The “minimum necessary” standard does
not apply to the following:

e uses or disclosures made to the Participant upon request;

e uses or disclosures made pursuant to a valid authorization; or,

e disclosures required by law or regulation made pursuant to a valid subpoena or request from a
governmental entity.

Minimum Necessary is further defined for enrollment purposes as the name, GHP elections, effective and
termination of coverage dates, demographics required to identify the individua!, and balance data for
account balance purposes.

9.1 Routine Disclosures. Routine disclosures insurers, Third Party Administrator, and Service
Providers for the purpose of GHP administration can be made without prior participant
authorization. The transmissions will comply with the Minimum Necessary Rule and be limited to
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enroliment/disenrollment data and imonetary account baiance information tor the purpose of
making enrollment changes.

Disciosures of Summary Health Information. Summary health information may be disclosed

without prior participant authorization. This information does not provide a reasonable basis to
believe that it can be used to identify an individual. Summary health information must have the
following 18 identifiers redacted:

®*  names;

*  geographic subdivisions smalier than a state, aggregated to the level of a five-digit ZIP code;
* dates (except year) directly related to an individual, including birth date, admission date,
discharge date, date of death; and af} ages over 89 and all elements of dates (including year)
indicative of such age {ages and elements may be aggregated into a single category of age 90
or older);

telephone numbers;

fax numbers;

e-mail addresses;

Social Security numbers:

medical record numbers;

GHP beneficiary numbers;

account numbers;

certificate/license numbers;

vehicle identifiers and serial numbers, including license plate numbers;

device identifiers and serial numbers;

Web Universal Resource Locatars {URLs);

Internet Protoco! (IP} addresses;

biometric identifiers, including finger and voice prints;

full face photographic images and any comparable images; and

any other unique identifying number, characteristic. Disclosures of summary health
information must be pre-approved by the Privacy Officer.

o & & & » 2

Plan Certification. In order for the insurer, Third Party Administrator or Service Provider to
release any PHi to the Employer other than the minimum necessary information defined above,
the Employer must certify that their Plan Documents have been amended to comply with the
Privacy Rule and that they agree to comply. This is typically when the TPA or Service Provider are
not under contract to resolve appeals and send detailed medical information to your office for
consideration. The Employer must certify to:
*  Not to use or further disclose protected heaith information (“PHI”) other than as
permitted or required by this Plan Document, or as requijred by law,
®  Ensure that any subcontractors or Business Associates agree to the same restrictions,
*  Not use or disclose PHI for employment related actions,
* Report to the GHP any use or disclosure that is inconsistent with this Plan Document or
the federal Privacy Rufe,
¢  Make the PHI information accessible to the Participants,
¢ Allow Participants to amend their PH,
¢ Provide an accounting of its disclosures of PHI as required by the Privacy Rule,
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s Make iis practices avaifable {o the Secretary for determining compliance,
s  Return and destroy all PH! when no ionger needed, if feasibie, and
e Establish adequate firewalls.

Disclosures to Federal Regulators. The Employer is required to make disclosures at the request of
the Secretary of Health and Human Services, or its designee, for purposes of enforcement of the
Privacy Rule. These disclosures are made without Participant authorization.

Disclosures Pursuant to an Authorization, PHI may be disclosed by Participant authorization to
the Participant or as directed by the Participant. Any issue related to a disclosure and the well-
being of the Participant, or another person named in the PHI, should be brought to the Privacy
Officer prior to making the disclosure. All uses and disclosures made pursuant to a signed
authorization must be consistent with the terms and conditions of the authorization.

An Authorization Is a separate form, have a note that it can be revoked at any time, identify the
person who is the subject of the PHI, identify the person{s} that ¢an receive the PHI, the purpose
of the request, have an expiration date, and a statement that the GHP will not condition claims
payment on the signing of the authorization.

UNAUTHORIZED DISCLOSURE INCIDENT RESPONSE POLICY (NON BREACH)

10.1

10.2

10.2

Scope And Purpose
This Unauthorized Disciosure incident Response Policy describes actions taken regarding an

unauthorized disclosure of PHI, a disclosure that does not otherwise comply with the Disclosure
Section of this Policy provided above, either by an Employee of the Employer or Business
Associate. Participant, Media and HHS notices not required unless it is determined that the
disclosure constitutes a Breach as determined below.

Reporting To Privacy Officer
All such unauthorized disclosures will be reported as soon as reasonably possible to the Privacy

Officer. Each Employee reporting an unauthorized disclosure will also report the event to their
Director/Manager.

Mitigation
The Privacy Officer will mitigate, to the extent possible, any harmful effects for an unauthorized

disclosure. The Privacy Officer will inquire that the unauthorized recipient of the PHI confirms
that they have immediately destroyed the data without further disclosure, Email or other
confirmation will be retained as part of the Incident Documentation. Mitigation may include
additional options as determined by the Privacy Officer such as 1D Theft monitoring services.

BREACH DETERMINATION

A “Breach” under the HITECH Act is an unauthorized transmission of unsecure PHI. The Privacy Officer will
review the facts and circumstances to make the Breach determination. This will include a two step
analysis as described below:
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Step One:

Determine whether the three exclusions below apply. The following unauthorized disclosures are

not a Breach:

®  Any unintentional acquisition, access, or use of PH, if it was made in good faith and within
the scope of authority and does not result in further use or disclosure.

* Any ina_dvertent disclosure to a person authorized to access PHI at the same covered entity
or business associate, or organized health care arrangement in which the covered entity
participates, and the information received as a result of such disclosure is not further used or
disclosed

®  Adisclosure of PHI where a covered entity or business associate has a good faith belief that
an unauthorized person to whom the disclosure was made would not reasonably have been
able to retain such information.

Step Two:

if an unauthorized disclosure does not fit one of the exclusions above, then the unauthorized

disclosure is presumed to be a Breach unless it can be demonstrated that there is a low

probability that the PHi has been compromised based on a risk assessment of at least the
following factors:

®  The nature and extent of the PHI involved, induding the types of identifiers and the
likelihood of re-identification;

¥ The unauthorized person who used the PHI or to whom the disclosure was made;

®  Whether the PHi was actually acquired or viewed; and

*  The extent to which the risk to the PHi has been mitigated.

BREACH NOTICES

121

12.2

123

When the Privacy Officer determines that an unauthorized disclosure of PHI Is a Breach then
hotices have to be sent to the Participants whose PH! was compromised. The Notice will include
the facts related to the disclosure, mitigation that has been completed.

Non-Breach Notices.

When the Privacy Officer determines that the unauthorized disclosure is not a Breach there is no
notice sent to the Participants.

Breach Notices. When the Privacy Officer determines that the unauthorized disclosure is a
Breach, a notice will be provided to the Participants without undue delay and in no case longer
than 60 days. A Breach shall be treated as discovered as of the first day on which such Breach is
known, or, by exercising reasonable diligence would have been known. Knowledge of a Breach
exists when the Breach is known, or by exercising reasonable diligence would have been known,
to any person, other than the person committing the Breach, who is a workforce member or
agent.
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The Privacy Officer will communicate the facts and circumstances that caused the Breach, the

mitigation effort and response, the number of participants that were affected and the data that

was disclosed. The notice will include:

¢« Description Event

e Date of Event (if known)

e Date of the Discovery

¢«  Number of individuals affected

s The types of unsecured PHI that were involved (such as the name, Social Security Number,
date of birth, home address, account number or disability code of the affected individuals)

» Description of the steps Business Associate has taking to investigate, mitigate losses related
to and protect against any further disclosures or Breaches

e Contact information for affected individuals to ask guestions or learn additional information:
Name and Title, Address, E-mail address, Telephone Number

124 Documentation.
The Privacy Officer will maintain a file of each unauthorized disclosure that is made that is not in

compliance with this Privacy Policy as soon as the there is an awareness of the disclosure. The
record will contain a description of the PHI disclosed, to whom it was disclosed, when the
Participant was notified of the disclosure, an explanation of any action taken to mitigate the
damages that the disclosure created, and a description of any action that was taken regarding
the error.

125 Notice to the Media and Federal Regulators
Notice is required to be provided to prominent media outlets serving a state or jurisdiction
following the discovery of a Breach if unsecured PHI of more than 500 residents of such state or
jurisdiction is, or Is reasonably believed to have been, accessed, acquired, or disclosed during
such Breach.

For Breaches involving 500 or more individuals, notice will be sent to the Department of Heaith
and Human Services {HHS) on line concurrently with the notification sent to Participant. For
Breaches involving fewer than 500 individuals, covered entities are required to submit
information annually to HHS for Breaches occurring during the preceding year. Submission of this
information Is required no later than 60 days after the end of the calendar year in which the
Breach is discovered {not in which the Breach occurred). The internat log or other documentation
is maintained for 7 years.

All Breaches effecting under 500 persons are documented and submitted annually to

HHS. Submission of this information is required no later than 60 days after the end of the
calendar year in which the Breach is discovered {not in which the Breach occurred). The annual
report can be submitted electronically, instructions are available at the following address:

http ://www.hhs.gov/ocr/privacy/hipaa/administrative/breachnotiﬁcationrule/brinstruction.html
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SECURITY INCIDENT RESPONSE PLAN AND PROCEDURES
This Incident Response Precedure is in place to ensure incidents related to the areas and systems that
maintain PHI are detected, responded to appropriately and action is taken to prevent future incidents.

Some examples of securily incidents that an employee might recognize in their day to day activities
include, but are not limited to:
® Theft, damage, or unauthorized access {e.g., unauthorized logins, Papers missing from their desk,
broken locks, missing iog files, alert from a security guard, video evidence of a break-in or
unscheduled/unauthorized physical entry)
®  Fraud - Inaccurate information within databases, logs, files or paper records
Abnormal system behavior {e.g., unscheduled system reboot, unexpected messages, abnormal
errors in system log files or on terminals)
¢ Security event notifications (e.g., file integrity alerts, intrusion detection alarms, and physical
security alarms)

All employees, regardless of job responsibilities, should be aware of the potential incident identiflers and
who to notify in these situations. In all cases, every employee shouid repoit incidents per the instructions

under incident Reporting, unless they are assigned other activities within the incident response plan.

HARD COPY STORAGE REQUIREMENTS

‘Hard copy materials containing PHI {e.g., paper receipts, Paper reports, faxes, etc.) are subject to the

following storage guidelines:

® At notime are printed reports containing PH! to be removed from the secure office environment.

*  All hardcopy material containing PHI should be clearly labeled as such.

*  Ali hardcopy media which contains PHI must be stored in a secure and locked container (e.g.
locker, cabinet, desk, storage bin). PH! is never to be stored in unlocked or unsecured containers
or open woerkspaces.

®  All PHi, when no Jonger needed for legal, regulatory or business requirements must be disposed
of in hardcopy shred bins. All hardcopy shred bins must remain locked at all times {unti!
shredding.

WORKSTATION PROTECTION

When an Employee who has access to PHI at their work station leaves the work station, for any duration
of time, the Employee is responsible for removing all PHI from their desk and placing it in a locked secure .
area. Should a user forget to do one of the above aforementioned; the workstation is set up to
automatically hibernate, turn off hard drives and require a password upon return.

Passwords are changed every 50 days. This password is comprised of 8 alpha-numeric characters, both
upper and lower case letters, and numbers. If an employee believes their password has been
compromised, they must immediately report to the Privacy Officer to have a new password generated.

Absolutely no PHI can be left at a work station or in an open area after closing. Each Employee will apply
this policy as if the office was completely closed at the end of the shift. At the close of business each day,
all employees are required to lock all PHI in assigned cabinets. Group printers must be checked before a
Participant leaves for the day to ensure no PHI remains at the printing station. All maiiboxes must also be
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checked each evening before leaving. Ali storage, file cabinets and goois are to be locked at all times,
unless in direct use. Workstations are restricted from any unauthorized use by visitors. Workstations that
could be accessible by office visitors must have privacy filters on all monitors and be locked at all times
when not in use.

LAPTOP USE AND SECURITY

Employees are not permitted to have PHI on their Laptops unless it is for a limited purpose and is
coordinated by the Privacy Officer. After the limited purpose has been completed the PHI should be
deleted from the Laptop, to the extent possible. Laptops that contain PHI are to be password protected,
locked when out of the office or at a location where a third party may gain access including their home, or
any offsite location. In the event a laptop containing PH! is lost or stolen, the employee must immediately
notify the Privacy Officer who will perform a risk assessment.

Passwords are changed every 90 days. This password is comprised of 8 alpha-numeric characters, both
upper and lower case letters, and numbers. If an employee believes their password has been
compromised, they must immediately report to the Privacy Officer to have a new password generated.

ELECTRONIC DATA RETENTION AND STORAGE REQUIREMENTS — WRITABLE MEDIA

Minimal PHI can be stored in an electronic manner. This is {imited to the Enroliment Data defined above
as a Designated Record Set. No medical documentation received for GHP Administration should be stored
electronically, example medical claims for an appeal sent to the Privacy Officer by a Business Associate
who is hot contracted to make finai appeal determinations.

Electronic media containing PHI (e.g., CD, DVD, floppy disk, hard disk, tape, etc. ) are subject to the
Security Rule. At no time is electronic PHI to be removed from the secure office environment with the
exception of computer system backups or as zllowed under this Policy. PH! will be physically retained,
stored or archived only within secure office environment, and only for the minimum time deemed
necessary for their use. Any download of PHi that includes the employees Soclal Security Number has to
be completed with the knowledge of the Privacy Officer for the purpose of GHP administration. Any
violation of this Policy can be subject to discipline, including termination of employment depending on the
purpose of the files.

PHI DESTRUCTION REQUIREMENTS
All PHI no longer needed for GHP Administration must be destroyed. TASC recommends retaining copies
of the PHI obtained for 7 years in a.secure environment.

Before any electronic device that received, transmitted or stored PHI can be sent to a vendor for trade-in,
servicing or disposal, all ‘PHI will be destroyed or removed and rendered unrecoverable. Removable
computer storage media such as floppy, optical disks or magnetic tapes may not be donated to charity or
otherwise recycled.

Physical copies of PHI must be destroyed, shredding is the typical course. Outsourced destruction of PHI
may be by a bonded Disposal Vendor that provides a “Certificate of Destruction”. Other documented
approaches can be used if they show the physical destruction of the data.
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ACCESS MANAGEMENT AND CONTROL POLICY

Access to PHI is limited to Employees who have compieted HIPAA Privacy training. it is the purpose of this
policy to identify access points and address appropriate usage of PH}. This Policy addresses physical access
for Employees, vendors and visitors. This Policy also covers appropriate usage faccess to external media.
By restricting access the likelihood of a HIPAA Breach by malicious or non-malicious acts is reduced.

An Employee’s access to PHI shall be determined by the Privacy Officer and authorized according to
business needs. User access to computer resources shall be provided only when necessary to perform
tasks related to business.

FIREWALL

The Employer has established appropriate administrative, technical, and physical safeguards to prevent
PH1 from intentionaily or unintentionally being used or disciosed in vioiation of HIPAA's requirements. The
Firewalls ensure only authorized Employees have access to PHI. The Firewall separates the PHI so that it is
not used for any purpose other than GHP administration and access is only for the minimum necessary for
the GHP function(s) performed. By foliowing the secure process outlined in this Policy the PHI received
wilf not be shared with any Employee who is not trained on HIPAA who has a GHP purpose for access.

The Employer prohibits the use of PH! for any employment refated purpose such as, but not limited to
unemployment hearings, promotions, or any evaluation for benefits under another employer sponsored
pian such as disability coverage.

Only Employees who are trained on this Policy and have a business purpose related to a GHP function can
have access to PHI, and only the data that is necessary to complete that function.

VISITORS

Physical access to any area where PHI, electronic or otherwise, is maintained wilt be under strict
supervision. Visiters must be accompanied by an Employee while in the area where PHY is maintained.
Employees who accompany Visitors must be sure that the areas that they visit are void of PHI. Prior
announcements to areas that typically deal with PHI may be needed to ensure that PHI is not exposed to
Visitors,

Automatic Amendments

Any term or item in this Privacy Policy will automatically be amended to comply with changes in the
federal laws and regulations. This Privacy Policy will be updated once yearly with the goai of bringing it
back into compliance.
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